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VOICE JANUARY 16, 1978

The Captain Is Crunched Again

The voiee on the other end of the line sounded seared. “I'm in big (rouble. A lot of” i
peaple are trying to get me. I'd hk(- to talk to you as soon as possible, beeause 1 think
you eould help. But not like this. We have to talk in person.”

We immediately agreed bccau.se it was the notorious Captain Crunch, phone phreak
extraordinaire. The computer genius who’s been cheating the telephone company with
feats of technieal wizardry since 1970. Xnd he's paid a price far more expensive than
the dimes he’s saved. . :

Through a few friends, we hcard rumors that the Cant:un had rccontly been
arrested—twice in the past twe months, and both times under very bizarre

“cireumstances. It turned out that's what had him scared, so he agreed to come to the |
“office to give us complete details in an exclusive interview. . )

But first, some background information. Although his real name is John Draper, he |
eamed the “Crunch” handlc by becoming one of thc first and most prolific users of a
small whistle that was obtainable, circa 1470, in Captain Crunch cereal boxes. This -
little toy happened to emit a perfect 2600 cycle tone—the exact same tone that normally
beeped through network wires on each number that was dialed when making a regular
call. Instead of dialing, someone could toot the telephone number into the mouthpmce
with one of these whistles—five timies for the number 5, two times for the number 2, and

- so on. This trick would bypass the moch’xmsm that records calls being made and give a

free connection. i

Based on avid use of this, and a series of mcrea.smrrl) sophlstlcntod devices, hke the .
famous “*blue box’’ that he invented and shared with othcr‘hp—orf enthusiasts Ma Bell
listed Captain Crunch in its black 'pages. He was arrested in 1372 on charges of
committing a felony—fraud by wire. After he copped a plea and paid a £1¢) fine, he
was put on five years probation. Then in 1976, he was set up by o couple of
ex-phreaks-turned-informers and wound up sentenced for the first time. On this
occasion, Crunch made a special deal with the government. He relinguished a few |
1mp0rtant secrets about his techniques, without implicating anybedy else, and was’

' given a token four-month jail sentence at Lompoc State Prison in California. He was

relcased on five years probation, and has been out for several months, .

Crunch sees himself as a martyr to the cause of alternative telephone communica-
tion. He wanted to be quoted in Scenes so that people would come to understand just
how gigantically powerful and remorseless AT&T has become. Here’s his story.
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Various authorities in several different

* states have brought charges against you.

What was the incident that happened to you

“in Pennsylvania just recently? ~

1 had just moved into a very nice
summer home in the Poconos. I was gonna

* live up there and do work for a cable TV
-company. I was going to computerize all of

the recontrol functions that you have on
cable TV, switch on and off the various
cable services to customers. I had two
computers up there that I was using to
develop the software—the computer pro-
grams—that were to control the cable TV
system, and an electronic lab set up there,
too. I decided to hold a housewarming
party, and I tell my friends on the phone,
“Come on up, I'm having a party.” And I

. called, and then people called me, and one

person left a phone number for me to call
him back. I did. And it turns out that the
number I called him back at, without.

knowing it, was a number used by the §

phone company for special test purposes. :
And that this number is a very special!
number, indeed—which nobody is supposed
to have access to. :

The phone company claims I defrauded
them by calling that number. And they
apparently got a search warrant for. my
place. But why, 1 asked, did they do it on
the 22nd of October, in the middle of this
party, in front of all my friends? Why didn't

‘they wait and do it Monday instead ofona
Saturday? :

Why do vou think?.

For harassment purposes,
can’t be anything else.

How would they have known the party
was going to be going on? . .

By tapping my phone. By tapping every-
body who I called. ‘

. Well-known phone phreaks?

Yeah. Well-known phone phreaks the
phone company was keeping tabs. on. And
they thought that maybe I was having some
sort of a big secret phone-phreak training

I think. It

. convention, when all I was having was a

simple old party. .
So what happened? How were you

Well, on that day, in the afternocon, I
had six guests who have arrived from out of
town. I took them down by the waterfall.
While I was down there I noticed a he-
licopter, a state police helicopter, hovering
around. I thought maybe somebody got lost
in the woods and I resumed my visits with
my friends. On the way back, an unmarked
car pulled up and a couple of state troopers
came out and demanded identification, so I
didn’t have anything on me, but I told them

who I was. Man says, "*Yeah, he’s the man

-we want. Come,"" he says, ‘‘just walk ugthe
road to your house and we'll follow right
be.bi*'i‘i}f?u'” They were i:ur_lheir cars and 1

e e

_allowed the computers to be used as a

- special agents of ;the phone company. .

walked along with my guests up to the road,
one person on each side of me to make sure
I wouldn’t, quote, ‘‘get away,” unquote.
There was only one person up there at the
house. He's sitting on the porch, just
relaxing after getting the place cleaned up
for the party, and all of a sudden these
people appear out of nowhere, from the
woods. Surrounded the house—some -20
state troopers plus the helicopter.

Twenty? '

Yeah. At least 20. They had six patrol |
cars. They had so many patrol cars up ;
there that they didn't have enough room for
parking all of 'em. That's basically what ;
happened. They arrested me on the spot. !

‘And they took the tweo computers that they :

claimed had a program in them that

blue-box.
They claimed that right then
there? . T :
No, they didn’t, but they took the !
computers. They says, “We know that
you've been defrauding the phone company
with this computer in some way.

The state police said that? . ‘

Phone company agents said that when
they were there.

" There were phone company agents

with the state police? . :

Yes. .

They were identified as such?

Yes. They identified themselves as

and

There was at least five of them there, not to !
mention the state police. -

- Did they have a number of search
warrants? ] .

They only had one search warrant for
the house. But at the same time they
searched my guests’ cars, they extracted |
all kinds of literature and information—the
October 1971 Esquire article, the June 1577
.High Times article, and other various ar-
ticles about phone phreaks. They took
everything that my friends had—all their
notebooks and everyvthing. Then they
turned my friends loose and arrested me.

VWhat were all the charges against
you? - o
As I can remember the first charge
‘was -criminal conspiracy. The second
charge was :defrauding the phone com-
pany—or what was it—it was theft of}
telecommunications services, that's the!’
official charge that they called it. The third
was possession of instruments of crime.i
The fourth one was manufacturing and)
distribution of electronic devices used to!
defraud the phone company—1 don't know
where they got that charge from. That'si
about . it. There were five, but I don't!
remember what they all were. And that's)
basically where [ stand at this point. I can't;

do too much to discuss any of my legal
battleplars or what T'in gorna do to fight-

‘that there were cars parked, just sitting

" get enough money to get out. -

" just before Thanksgiving,

these charges. ,
Well, you pleaded not guilty.
Yeah, I made a nol guilty plea, of |
course, and this is purely due to harrass-.
ment. I'm under total, 100 percent sur-
veillance. I'm being followed constantly. I
can tell. I have ways of monitoring their:
communication. . ]
. You would find them actually follow-
ing you? -
° Yes. , !
And you occasionally find bugs on
your phone, or not? .
Lo Well L _
. With your counter-surveillance?

- Well, with my counter-surveillance
equipment I haven't got the capability of
detecting whefher or not the phone’s.
tapped. The reason being that it’s possible
now ‘to tap a phone without physically
touching-the wires; therefore, how can you |
detect the presence.of anything: It's like
trying to find a ghost. The ouly ways I can
suggest you prevent your phone from being
tapped is to put obnoxious noise down the
wire, like, maybe punk rock or something’
of that sort. Constantly down the line where
they have to dig through these tapes of
constant punk-rock. Or whatever else vou
want to put down the line. Drive them up
the wall. That just makes their work harder ;
for them. Of course, it attracts a lot of -
attention. So, ah. It came out in court that I
was under surveillance. )
’ It came out in court? Cn this arrest?

Yeah. In the search warrant they said
that I was under surveillance for about five
days prior to the arrest. And I've noticed

<

there with people in them looking at the
house, looking over the area.
- How long were you in jail?

I'was in jail for a month before I could

On this charge? The one in
Stroudsburg? . i
Yes. I was in from the 22nd of October |

to about the 22nd of ah, November. I got out

East

On-what bail? .

The bail was origirally set for 20
thousand, but we went up to the prelimi-.
nary hearing we had it reduced to five.:

Let me go through why I believe all thisis
happening to me, because I think this kind
of information should be out in the open. ]
think the more people that know about this
the better, 'cause it may cause the phone
company to think twice before trying
something like this again. They know they
can try it on me, 'cause they know I'm on
federal probation. They know that if I even
look funny at a telephone they can arrest |
me. To arrest me, what do they need? !
They just need probable cause, right?
What's prohable cause? Possession of a
device, that's probable cause. The fact that
I called some number that I wasn't
supposed to call, that was probable cause. :
But it’s very flimsy probable cause. Even
the slightest thing can cause my probation

l to be violated. Which is really all they

wanted to do. They want me locked away.




VWhy? j
Okay, let’s get the whys now. One of
" the first things I behe\ e is they consider me 1
a security threat to the phone company. 1
am a very accessible person to a lot of
people, even though I'm out on probation,” |
even though I'm working. I let my where- ‘;
abouts be known. People want to ask me |
questions, 1 don't mind giving them an-
swers. That's what they're afraid of. They .
seem to firmly believe that the kind of |
information that's going to leak out is not }
" just the kind to defxaud the phone com- i
pany. It's information that the phone com- |
. pany itself doesn't want out. Because |
they're hiding the capabilities of the new
smlchmg centers that they're installing. In
Towa they're experimenting on this new
“machine called a 4-E. It's all electronic,®
“can be programmed to do virtnally any-
thing, including tﬂ\o out the cat, if you
Val’”— it le,lt e Tty cantret ;**y.\.:rr zoll
trunks identified gomg it the nciome, it
knows exactly where culls are coming
from, and where calls are going to.
For the entire state of Towa?.
For anything th’lt is hooked to this
machine,

" But does it have (he eapability (o.
handle every phone in the state of lowa?

Yes, I believe. This was demonstrated
to me by some phone phreaks in the New
York area who called me up on what they
call the conference bridge. It turns out it's
not only a conference bridge. It also has the

_capability of getting about eight or 10
people up on a conference, plus, have one
output port go to a phone line and tap it,
which means that eight or 10 people can be
put up on this conference to listen in on one
_person’s phone line without being detected.
In other words, this is better than the auto-
verify.

Let me exp!am now \\hat autc»venfy is.
Operators use auto-verify to go.in on a
person’s line for purposes of emergency if
the person is busy using that line or if the
phone's off the hook. Number two, if the
line is in use, the operator can break in.

" saying, “‘Excuse me. We have an emer-
gency for this line.” Something like that.
When this auto-verify circuit clicks in it
makes an announcement beep over the
phone line to indicate to the people talking
that somebody’s on the line listening.

Okay. The auto-verify is a decent thing. It
doesn't really invade people’s privacies the
way they have it set up now. But, this new
thing that they have does not have the
capability of allowing the tapper to talk to
the person he’s tapping. It only allows the-
tapper to listen to the conversations. The
people talking on the phone don’t ev ‘€A hear
as much as an audible click. It's totally si-
lent. = L=

You say that the phonc compan)
already has this installed in Yowa?

It has the capability.

But is it in Jowa?

It’s being experimented and plaved
-around with in Iowa, that's correct.

“h) would the phono company want a

,system where thiey can tap every single
person's phene? It would seem to be im-

possible.

It is an all-out effort on the part of the
phone company to prevent people from
ripping them off. And this thing is going too
far, in my opinion. They've already got a
whole barrage of fraud detection devices
which are very clever, some of which are

“almeost flawless to try to beat. And yet

they're building this super-snooper device

‘just the same, when it's not necessary. But
‘why are they using something that will

connect to anybody's line with the flick of a
switch or the press of a button, or the

"dialing of a phone number? You don’t need
~a court order to dial the number. That's

their technicality. It is my belief that the

security departments of the phone com-

pany and Bell Labs are doing this because
the government—the CIA and the FBI
gents—will put pressure on or ask favors
of the Telco Security Agents. 'Cause most
of the Telco Security Agents today, accord-
ing to many publications and articles that
I've read, worked for the FBI at one point
or another. Then the government can listen
in on lines without a court order through the

phone company’s circuits. The phone com-

pany does not need a court order to tap a
line. All they claim is, *Well, we're just
checking the integrity of our service. We
have to go out on the line to see if our lines
are \!.orkin‘7 " That's their argument.

And you think that part of this
harassment of you is mused because

’Cause | know of t}us new sxstem s’
existence.

" How did you lind out about lt then?
How can you prove this? :

Because phone phrea}\s ha\.e the
ability to go in through the back door and
discover the existence of things like that.
This number was found throuf*h a process
that phone phreaks call sganumg, which T
pioneered. .

It basically means taking every single
telephone number in a particular exchange
and dialing each one. For example, take
the 800 exchange. The phone phreaks went
through dialing every- single number be-
ginning with 800 until they found one that
answ ered with this strange beep tone. They

investigated fmthnr and thov found out if

[ATARCTINE FARLCHE B Y FOP TS TR S FI N PRTRRN N I T S AN ot

do certain things——just by ;‘. \\ma around
with it. The person who found this and
called me on that number brought down
heat upon me, because the phone conlpdny
obviously had records of its use.

So you think that's ene of the key
reasons why they then came after you—
‘cause this happened just a few weeks
before the arrest?

’ Yeah. Because they know that if
phone : phreaks know of something—like

this wire tapping capability—existing with-

in the network, just the mere existence of it
will lead to its discovery. Scanning is
totally thorough.

But the way they do it is by using
computers to dial? They don’t physically
sit and dial 10 thousand numbers?

Oh, they'll physically sit and dial if

they want to, but they’ll do 1t over a penod :

of time.

But now with these cheap desk-top |

computers that are all the rage, that are
fairly simple {o operate . . .2

A: Exactly. And software 1s e xey. 1ue

capability of generating software to do it,
but they don’t want this software to show up
anywhere. They want this software to be
completely quashed. -

Now, your computer that they im-

“pounded under their search warrant. 1

assume . . ah—

Let me tell you a little bit about that
computer. That computer was seized on
October 22, The Pennsylvania state police

turned it over to Bell Labs. And all my
- notes and documentation. Now I was work-

ing on a project for a consulting company in
the L.A. area for a laser-switch system,

_ whereby I can use lasers to communicate

long-range without going under the juris-

" phone company knows that I have the -

diction of any government control to com- |

municate from point A to point B.
* This was above ground?
Totally above ground. Legitimate
job. )
~ There was nothing 1110031 in t‘us con-
tract?

A: There's nothing wrong with develop-
ing a communication system that has no
licenses or laws against it . . . But all my
notes and information on that project were
confiscated by Bell Labs. They're claiming
that 1 was stealing their trade secrets,
when indeed they were stealing mine.
Software and computer programs that I've
developed for various companies were in
that computer that they took. They took my
notes on this other legitimate job that I was
working on for the cable TV project. I still
to this very day haven't gotten any of that
stuff back or returned to me. They've taken
every single one of my programs, a list of
them out, and .

You mean (cchnolo"} s gotlen cop}us-

deprogram another computer?
Bell Labs, with their resources and
~money, can do anything they damn well

have is a fairly straightforward computer.
All it took was some Bell Labs expert to
contact the computer manufacturer, to
say, ‘‘Hey, where’s this stuff kept in mem-
ory, now let's see what John Draper does

where to look,

Now I program in a very unorthodox
way. 1 use a’l kinds of special that I
designed for s. orteuts. It took them, I'd
‘sav, two weeks to deprogram my com-
puter, ‘cause 1 was in jall—I'd say less than
that actually—10 days. During the prelimi-
nary hearing they admitted in court that
they hve not yet made my computer make
‘a free call. But I'm sure-that Bell Labs

know they're probabl\ gonna try in court.
What I believe they're going to do is thake
these programs that 1 ha\e written, make
changes in my program that will have it
make a blue-box call instead of a regular
legitimate call. That's what worries me.
And who am I to argue against Bell Labs

court?

And they don’t have & prison record |

ticated enough where one computer can |

please to a computer. This computer that I :

with his memory.” So they knew right .

wants to really nail me to the wall, which I’

when. they present their “e\'ldence int

and you do, s0 your word ng'umst their's |

doesn’t go very m-ll

A: Right. They're domg everything that
theycanto. . . keep me off the streets long
enough for the phone companv to change
the qvstem



ynu‘;é_;t—}:;;d eidnen? A litiie bit nhead of
them?

Yeah. And they don't want me around
until they've had a chance to ¢lean up their
dirty, sooty little holes in the system . . .
make it virtually scan-proof. And by using
me as an example, they're obviously going
1o be able to put enough scare tactics in the
phone phreaks to make them feel un-
comfortable about scanning for informa-
tion. Scanning in itsclf is not illegal. It's a

very simple process. By picking up the }

phone and dialing up any ol' number I
wanna dial, I'm not breaking the law. If
shottld stumble on a number that's proprie-
tary to the phone company, that's not
illegal. But if I use it, then I guess that
would be breaking the law. .

" Is it possible for them to cvertually
make a, uh, some kind of a system with
great caphilities forall kinds of tapping and

Security that the opposition will never be |

able to break? .

‘Ihey're working on it.

Before we started this interview, you
mentioned another device that the phone
eompany has come np with that sounded
like it would be very valuable to police
departments that want to keep cheeks on
people. o B

" Yes. This other thing means that when

you call the police department, whether
you're from out of town or in towm, it
doesn’t matter, vour phone number will be
displaved on a console at the police sta-
tion. - -
_ So when you call 911 they’ll no longer

have to say, “‘Give us the number that

you're calling from.” 1t will be right there

on the screen in front of them.

© Exactly. S

Is that already in? - s

They're experimenting with that right
now. In secret, of course. The public won't
know that this capability exists. They're
just gonna have it and implement it. And all
of a sudden a whole lot of people are gonna

get busted very quickly. And a lot of people
and a lot of attorneys are gonna wonder
why and how they got the information.

Now, a few days ago I understand that
you were arrested on yet another charge.
*What happened? Can you relate that
story?

A: Sure. Okay, the New Jersey problem.
I had a flat tire. I get stuck over in the
Lincoln Tunnel on December 26 and man-
aged to get the car out of the tunnel into
New Jersey without tying up traffic. Just
on the other side there's a pay phone. I
called for a tow truck to come out and {ow
the car. And they towed me to an unused or

back to New York and crashand come back
during the daytime, get the tire fixed, and
goon my way. When I comé back to the gas
station after getting the money for the tire,
the car's gone. So I asked the gas statio
owner what happened to it and they sai
“Call the Weehawkin police station.” I go
down to the Weehawkin police station and
\ this detective down there has a bunch of

stuff that was found in the car in his office.
The battery charger, a CB walkie-talkie,
and a brown . .
savs, Do you know what this is?7” I says,
“t looks to me like a black box with
buttons on it."” He says, “'Yeah. That's a

Becsrre at ikis peint ves fecl that' §
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“don't automatically tow every car that

. suitcase or whatever. He

unopen gas station. I figured, okay, I'll go

blue-box. It's used to defraud the phone
company. We found this in your car.” And I
don't recall ever having one of those things
in my car. If I had one of those things in my
car. I would certainly not have had it in
clear view. Or drive into any area where
those things were illegal, and I knew that
those things were illegal in New Jersey.
And everywhere else. How that thing got
there is beyond me. But the question that I
have is why? What happened? You know.
Why did it get there? And how did it get
there? That's the question that I have to
‘ask. Now why was the car towed? -

Yeah. That's what T want to ask. They

pulls into 8 gas station to the police sta-
tion. . .
Well, the car was left there all day
long with a flat tire. The gas station owner
should have known that that car was there
to get repaired. So what happened was 1
get back and the car's gone. There's

several theories open tv me, but . . . they.j§

~all seem very far-fetched and almost fan-
tasy. One such theory is that I was in
Manhattan at the Yipster Times office

talking o thern about wrjling some @r- |

tictes, [ was under stuveiblanee, T had to

give the location of the car out to some

friends so that they could meet me there to
get the car.fixed. Okay, so. shortly after

I get there the car’s gone. Now, could it

be—I'm asking this question—that the

Telco agents had been monitoring my line

or monitoring the vippies’ line, which I

would no doubt think they would do, 'cause

I'm sure that the phone company and the

vippies are definitely not on good terms?

Well the Yipster Times often publishes
varions . . . . L. :
Various things the phone company
does not like. Right. -.
_ Well, specifically they publish . . .
- Credit-card codes that come out and
. all this jazz. So naturally the phone com-
pany would probably have ‘that office
tapped. They’d probably know that I was
there. My being there wasn't illegal. At
least I hope not. So what happened was the
phone company had learned that the car
was there, had went out to the car, looked
around. The car unfortunately didn't have
alock onit. So anything that was in that car
was not of too much value to me.

The phone company people could have
seen that car there and either contacted the
station manager to have the car towed so
that they could have it under custody of the
police, or they themselves had the car
towed so that the car was under the custody
of the police. In either case the police, of
-ourse, took tlie car, searched the contents
5f the car, and produced, with this magic
magician trick, the blue-box. And that's |

‘hat their charging me with. R
What is the charge, possession of an.
llegal device? ‘ .
‘T'll read you what the warrant says.
I've got it right here. 27th of December. Ah,
charge number 2A: 11-7: **Make, furnish,
or knowing that the device [and they have
in parenthesis red-box] to defraud owner of
coinbox, telephone, or other receptacle
depository, or contrivance is guilty of a

misdemeanor.”

- flat-rate.

. And when do you have to go io courf on
that? ’ .

" Pretty soon.

_-FL.assume you're going to plead not
guilty. . ;

Of course. .

At this point . . . you feel it’s pri-*
marily the phone company’s security cops.
Those are the people who are mostly
behind your harassment. But they use
local, state, and the FBI in order to carry it
out? Is that the idea? .

It's either that or the FBI's in on it,
too. Right from the very beginning.

.But do yocu feel that the phone com- '
pany itsell is strong enough, and can get '
help from the state police whenever they
want? '

Oh—most definitely. Any time they,
-want they can, quote, “file a complaint,”
unquote, against me. “*We have reason to
believe, probable cause, this John T.
Draper has possession of such a device.
Watch out for him. If you see any vehicles
that he might be driving or you notice |
anything, or if his name shows up in the !
computer, check it out, pull him over,
check his car.” That type of thing. Most
definitely. Most definitely.

. In the past you've been identified with
various devices that stole service front the
phone company—blue-boxes, black-baxes,
red-boxes, or whatever. And for a long
time, you more or less have been con-
sidered the father of all these devices.
You've spawned z whole generation of
electronics phreaks who have gone on to
build their own equipment. I'm curious
about your view, based on this background,
on how you feel the phone company should
work. Do you feel all phone services should
be free? e -

Not free. This is the first-time I've
ever had a chance to publicly say how I feel
the phone company should operate. So [
think I'll elaborate on that. I think that
what they should do is ban all time charges
on phone calls and have several different
kinds of services, should have a higher
monthly rate, and include the whole
country as the calling area. Not just the
local area. : C

Higher montldy rate? And then how
would T be charged per eall, let’s say to
QOregon? C

Yoic wadin't be charged for a call
You would . . . cill to your heart’s content
anywhere in the country ona flat-rate basis
of maybe 30 bucks a month. Your phone bill

1 would always be 30 bucks a month,

And so would yours? And so wonld
ours? '
Yeah. Everybody's phone bill would
be 30 bucks a month, or whatever, That's -
just an arbitrary figure. It might be more,
it might be less. Whatever is agreed upon
by the Public Utilities Commission or
whatever. : T

Q: Would they lose enormous amounts of
nmoney? W . T '
A: No, because the equipment needed to
supervise these calls can go away. Opera-
tors needed to bill these calls can go away.
Their equipment does not have to be so
sophisticated, which definitely eliminates

. blue-boxes right off the bat. Wouldn't have

to worry about fraud. Everything is just




eople wie are oniy paying §65.9 a

“month, or whatever the micimum charge is

now, would freak out,
Naturally they would pay more. They

would {reak out.

They would say, “Why must I pay for

_other people’s calls?™

Let them have the life-line service for
$3.75 a month and pay half the price.
They're the ones who don’t make the long
distance calls. Let the ones who do make
long-distance calls pay for them, but let's

let them pay reasonable. A typical example

is wheil I lived in Mountainview, Calif, and
when 1 called San Francisco I payed 55
‘cents a minute for that call. When I lived in
Mountainview and called New York City, I
payed 20 cents a minute. It costs me more
to call within the state than it does to call

out of the state. There's something wrong_

in that rate.

In all the various busts that have
happened to you with the phone company,
have they ever sat down with you privately
and said, “yWhat are you up to? What are
you doing to us? What does this mean?”” Or
offered you a job to come work for them?

They never have.

Could you imagine ever working for
the phone company?

© IfIdo I would doit in such a capacity
where I wouldn’t cause eny harm to any-
body, i.e., turn people in, things like that.
And right now I wouldn’t even consider it.
Not after what they've done to me. Their
‘“‘out-to-get-me attitude” is really blowing
‘me out—ruining my life. And what I don't
understand is why the Congress doesn’t
Jaunch a committee to investigate and

impose some kind of control over the phone -

Jcompany to prevent themn from harassing
people like me and other people who, under
‘most circumstances, are innocent, Experts
outside the Bell Systen would work with
the Bell System engineers to determine
number one—what the actual capabilities
of the equipment are, and number two—to
provide some kind of control over it.
Otherwise innocent people may be scared
into not using the phone in fear of getting
tapped or harassed by police agencies. And
the question I have to ask is, is 1954 here? If

anybody asks me that I'll say it's been here

two years ago.

Phone Phreak
Defense Phund

To help protect themselves in the future from the
kinds of legal difficulties that Captain Crunch has
been Sub)f.‘c‘led to, the underground telephone
culture has decided to raise money by staging the
first of a series of benefits. On Wednesday and
Thursday, January 18 and 19, there will be a movie
and live rock music bash at the United Methodist

* Church, 133 West 4th Street, in New York City.

. Appropriately, they're showing The Story of Aler-
ander Grehom Bell, with Don Ameche, and The
President's Anclyst with James Coburn. These wil
be followed by David Peel and the Lower East Side
in concert. The shinbig starts at 6:30 and there’s a
minimum contribution of §3. If you can't go,
donations can also be muiled to the Phone Phreak
Dofense Phund, 164 West 21st Street, NUY., N.Y.
10011. Or call €31-7930 for further information.

1 want to make it clear that this money is not
just for my ow delense,”” said the Captain
earnestly. *We're raising it [or {uture arrests that
will probably occur if 1 get convicted. | estimate
that at least 200 phreaks will be Lusted based on my
test case. So this reserve will benefit us all."

Special thanks fo Robert Kmimq for
,!u; hr’n




