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Senator Loxg. Thank you, Mr. Arn. The Chair is amazed at the
detail in which you recall that without making a further investigation
of your records, when you apparently were not able to answer earlier
questions of the chairman and of the staff in detail on that matter.
Apparently you did refresh your memory on these some time, but you
overlooked the other matters we wanted to interrogate you about.
emg}ﬁ'l:'ARN. Mr. Chairman, I was certainly able to get into the major
matters of this by reviewing the files. I did spend about a week, I
believe, recently reviewing the case files, reviewing progress reports,
and reviewing other things like that. There are certain notes, of course,
that would not be in there. Everything would not be in the files that
I reviewed. )

Senator Lonxg. Mr. Fensterwald, do you have any questions?

Mr. FenstErRwALD. Mr. Olszewski, I think there was considerable
testimony before another subcommittee of the Judiciary Committee
several years ago about the Gotham raid.

Mr. OLszEwWsKI. Yes, sir, ) )

Mr. FENSTERWALD. As I recall that testimony, the general impres-
sion given was this was a major operation of the Detroit police force.
Is that correct? ) )

Mr. Ovuszewskr. I did not give that testimony, Mr. Fensterwald.

Mr. FenstErwaLD. I am asking you now whether the impression
that I received from the testimony is correct. Was it a Detroit police
operation basically, or was it basically a Federal operation?

Mr. Ouszewskl. Basically it was a Federal investigation.

Mr. FEnsTERWALD. And the Detroit police were just helping in an

xiliary capacity?
aqu. LSZII;WSK};. Yes, sir, they assisted us.

Mr. FexsTERWALD. Secondly, do you know if, in fact, there was a
leak in security with respect to that case?

Mr. Ouszewski. We heard rumors that there was a leak. However,
considering the results that were achieved, I rather doubt ‘Ehat if the
leak was there, that it was very large. They certainly didn’t bail out
of the hotel before we got there. ) o

Mr. FEnsterwaLD. The reason I raise the question is that I have
heard that there were several specific gamblers who were normally in
the hotel at that hour who had left somewhat hurriedly in the day.

Mr. Ouszewskr. I heard the same rumor. However, it was my
understanding that those gamblers were not necessarily there at that
time. The raid was conducted, was kicked off at 5 o’clock. They could
normally arrive or be there at 6:30 or thereabouts. We had hoped
that the particular individuals would have been there. However, we
feel that in view of what was seized, had there been a leak,. there
would have been a destruch‘oion1 of records, because we received a
ruc f records out of the place.
tng’llil.olgih?s'm«mw,aw. Have yo&) ever heard that 150 stolen telephones
were installed in that h((i)tel?before the raid?

. Ouszewskr. Pardon? _
lltg I?;NSTERWALD. 150 telephones that were stolen from the Mich-
igan Bell Telephone Co. were illegally installed in that hotel before
raid?
th?\/Ir. Ouszewskr. No, sir, I had not heard that.
Mr. FensTErwALD. No further questions.
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Senator Lone. Are you through, Mr. Homme?

Mr. HomuE. I am through, sir.

Senator Lonag. Senator Hart?

Senator Harr. Thank you, Mr. Chairman.

I was intrigued by a passing comment that you made to the
chairman that your own telephone wires were tapped. Now—and 1 say
this without criticism necessarily—you are expert in the business of
electronics?

Mr. Ouszewskri. No, sir, I am not.

Senator Harr. Well, available to you are experts. And yet you say
that you were not able to find out who did it. So if & citizen turns up
with a tap on his phone, he hasn’t a ghost of a chance, has he?

Mr. Ouszewsk1. Frankly, it is my understanding that most taps
are almost impossible to trace. And ours—we called the Michigan
Bell, because Ip don’t think any of our people are sufficiently expert
to detect and trace a tap. To have had the training required for that,
it would be Michigan Bell expert training, and they traced it down to
the main terminal box in the Federal Building, and were unable to
take it beyond that.

Senator Harr. And even more difficult, I suppose, is running down
a bug. Have you ever been bugged?

Mr. Ouszewskr. I probably have, but I don’t know it. We share
the chairman’s concern about electronic devices—particularly since
the racketeers, the syndicate people, are using them more and more,
and they have far more sophistication than I could ever conceive if |
had not read the articles about them. In one of our raids we seized
cheese box in the home of one of the racketeers. We understand that
in_Detroit there have been strong suspicions that they have been
using a blue box device——

Senator Harr. Using a what?

Mr. Ouszewskr. A blue box. That is a device that defrauds the
company of long-distance toll. They can dial the number, by flicking
some high-voltage or high-frequency switches, throw the call out of
the circuit of the telephone company, continue the call, make the
connection as far away as Europe, 1 suppose, if they wanted to, cer-
tainly throughout the United States, and no record of the call would
be made. And this, of course, makes their business much more profit-
able and much more difficult to detect.

Senator Long. The boy that developed that blue box, wasn’t he
just a college student that developed it and broke that circuit, and
learned how to use it?

Senator HART. T begin to get the uncomfortable feeling after a
couple of days here, that we can pass laws until they run out of our
ears, but the magic and sweep of science will far outrun our ability to
insure that privacy shall be respected. The telephone has become an
instrument of crime. It is the best device that they have to do business
without detection.

Senator HART. You are talking to a fellow who resists this business
that we should open up the tap. But it is an argument that is most
sobering.

I want to ask you a question that is specific with respect to a
comment of the chairman.

This committee has heard of actions by Internal Revenue personnel
which appear to have been in violation of law. But with respect to
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of his own personal knowledge anyhow. And maybe this should be
separated, too, into a third category, and have a third category—that
of the bug that is placed and left.

Senator Lonag. I want to be sure we understand each other, be-
cause our bill provides that where one party to it agrees, that would
be entirely legal. But I want to be sure you id realize that the danger
is there for t%ne promiscuous use of the bug, as well as the telephone

tap.

er. PrersanTE. I see no reason why the entire country cannot live
with this problem under judicial safeguards.

Senator Long. And the law enforcement segment of our society
could live and enforce the way.

Mr. Waters?

Mr. Waters. Thank you.

Mr. Piersante, 1 would like to commend you for a very informative
presentation. Based on your wide experience as a police officer and
detective, you have made a considerable study of the effect of this
type of equipment used by organized crime. I appreciate that in your
department there are safeguards built in where these things are
utilized only when some other party has entered into the judgment.
This is not necessarily the case where the criminal element 1s using it.
In connection with your endorsement of this bill, I wonder if you
would care to comment on the extent to which this type of equipment
is used by the underworld, based on your brief testimony on Mr.
Mays’ participation?

Mr. PiersanTe. I believe that what has come to light in the Detroit
area, regarding racketeer use of electronic equipment, indicates that
it is extensive and efficient for their organizational purposes. They
use it on an almost daily basis. Some of the most sophisticated tech-
niques that I am aware of, that I have read about in national maga-
zines, that I have heard discussed, have been developed by electronic
experts who have prostituted their talents to the racketeers. The so-
cahed cheese box and the back box and things like that that we have
read about, that can do things that not only defraud the telephone
companies, but thwart the legitimate efforts of law enforcement in
tracking them down.

Mr. WaTers. And this equipment is generally available, is it not,
to anybody who has the price to pay for it?

Mr. Prersante. Well, T don’t know if it is enerally available, Mr.
Waters, but I am sure that with the affluence of the people in organized
crime, that they can influence electronic experts to make these gadgets
for them.

I think as the Senator mentioned yesterday, one of the persons who
became involved was a young college student, who developed some
information by reading in the library.

Now, he could be corrupted, I suppose.

Senator Loxa. He was the developer of the blue box, wasn’t he?

Mr. WaTers. The chairman has made the point that the device
which you have referred to was the blue box, which is designed to
intercept telephone calls from the telephone companies billing system,
so individuals using it for their own criminal purposes would not
only have their calls relatively free from tolls, but relatively free from
surveillance of any type whatever?
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, Mr. PIERSANTE. Yes, sir. One of the devices, as I understand its
W o(liklngs, can mean that a horse bet player can call a particular place
%n that the call is automatically transferred to some far-off location.

lt] could be any Place in the country, the way I understand it. And
th at once the police became aware of the fact that horse bet players
“h ere using this particular number and checked out its listing, that
they would not find anything at the location where the phone was.

Mr. Waters. In connection with the equipment which was dis-
cussed—received by yourself—isn’t it possible this may have been
?)ent, to the police department, perhaps to other police departments,
y the manufacturer to look at 1t and have an invoice accompany it?
It may have come under order?
%r. %ERSANTE. Yes, sir.
Mr. Waters. There are a lot of catalogs out with this
eqR}pmlgnt in it, are there not? ° N . of
r. Piersante. I am certain there is a lot of equi i

) 3 \ - there quipment, like
ihctatmg equipment—I know this is aside from this particular ’prob-
.eml;thut has come to our department on a trial basis, so that we
could make a demonstration as to whether we could use it for other
purposes. It has come to the police department under my name—
i)ttlsltci(; th(fyf:()uld have solrlnebody responsible for it. But it was never

rchased. was generally returned, because w - i
Do the budget.b y , use we could not get it
Mr. Warters. Thank you, Mr. Witness.
g‘hank ylciu, Mr. Chairman.
enator Long. Mr. Piersante, we may be through wi
) th you as a
witness, but we are not sure ye’t We m{’ ht w o, Lo
y ) 2 ant you to ¢ :
at Xhe lclpmmxt-tee’s convenience again. ¢ Y oS nok
t this time the committee will stand i S 1 e i
P e and in recess until 2 o’clock this
(Whereupon at 12 o’clock noon, the commi
. mmittee w S
reconvene at 2 o’clock on the same ,day.) was xeseesed, Go

AFTERNOON SESSION

Senatqr Lonxg. The committee will be in order.
Mr. Piersante.

TESTIMONY OF VINCENT PIERSANTE, ACCOMPANIED BY
RAYMOND G. LARROCA, ATTORNEY—Resumed

Senator Long. Mr. Piersante, my staff advises m ' y
checked with the manufacturer and the distributor of? tgi]:)gu}(ligai
that was shipped to you, and they can find no record of its return. It is
not a serious matter at all. T realize things like this can happen. And
if you or the police department have any different information to set
the record straight—you can furnish it for the record.
recSOerrcliator Hawrr. I think it is serious enough to get an answer in the

Mr. Piersante. Would i i
ANTE. you want me to check with th .
degartmeni? I can do that right now. 6 P
enator Lona. It is not a seriously important matter at
. _ ) all. But
just to clarify the record and keep it straight. I am sure you have
given us your best information concerning this.



